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Abstract---Cross-border treasury operations in global enterprises frequently suffer from delays, multi-party
reconciliations, and fragmented visibility across financial systems. Traditional settlement infrastructures rely
on batch-processing, intermediaries, and asynchronous confirmation cycles, resulting in significant operational
risk and liquidity inefficiencies. This paper proposes a decentralized ledger framework designed to achieve
real-time, transparent, and multi-currency settlement across geographically distributed subsidiaries. The
architecture integrates a blockchain-based consensus mechanism, FX-rate—driven smart contract automation,
and time-stamped proof-of-settlement modules to streamline inter-company transactions within enterprise
resource planning (ERP) environments. The framework enables deterministic settlement finality through
distributed validation and ensures compliance with audit and traceability requirements. A hybrid on-chain/off-
chain integration model supports secure data exchange between treasury management systems and the
blockchain layer. Experimental validation demonstrates substantial reductions in settlement latency, improved
multi-entity visibility, and enhanced reconciliation accuracy. The findings highlight the framework’s potential
to strengthen liquidity management, regulatory reporting, and operational resilience in large-scale enterprise
financial ecosystems.
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Decentralized ledger technologies (DLTSs), particularly
I. INTRODUCTION enterprise-grade blockchain architectures, offer a promising
alternative to conventional settlement infrastructures. Their
ability to enable distributed consensus, immutable transaction
records, and automated smart contract execution creates
unique opportunities to redesign treasury workflows for speed
and transparency. The integration of DLTs with existing ERP
and treasury management systems enables near real-time
confirmation and settlement of inter-company transactions
across subsidiaries.

This paper presents a decentralized ledger framework
tailored for global enterprises seeking to modernize their
cross-border  settlement  operations. The  framework
emphasizes real-time multi-currency settlement, FX rate
automation, auditability through time-stamped proofs, and
seamless ERP integration. Experimental evaluations
demonstrate that the proposed architecture significantly
reduces settlement latency and improves operational visibility
across corporate financial networks.

lobal enterprises increasingly rely on complex cross-

border treasury operations involving multi-currency
settlements, inter-company fund transfers, and liquidity
centralization across diverse jurisdictions. Traditional systems
for managing these transactions depend heavily on
intermediaries and batch-based settlement infrastructures,
which introduces delays and increases the cost of treasury
operations. As multinational organizations expand into new
markets, the need for fast, transparent, and verifiable
settlement processes has become a critical operational priority.

Despite advancements in financial messaging networks,
significant inefficiencies persist in reconciliation workflows
due to siloed ERP modules, heterogeneous banking interfaces,
and the absence of unified transaction visibility. These
limitations contribute to increased operational risk, prolonged
settlement cycles, and reduced real-time insight into group-
level liquidity positions. The divergence of regulatory
frameworks across regions further complicates automated
compliance, creating friction across treasury operations.
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II. LITERATURE REVIEW

Recent studies highlight the challenges associated with cross-
border financial settlements, particularly relating to latency,
high transaction costs, and dependence on centralized
intermediaries. Conventional financial messaging standards
such as SWIFT provide interoperability but lack true
settlement finality and real-time reconciliation capabilities.
Research also points to the growing importance of digital
infrastructures  that support automated inter-company
settlements and enhance liquidity risk monitoring across
subsidiaries [1], [2].

Blockchain technologies have been explored extensively
as an enabler of transparent, tamper-proof, and distributed
settlement ecosystems. Prior works emphasize the role of
consensus protocols, smart contracts, and digital signatures in
improving the speed and accuracy of financial operations.
Studies examining permissioned blockchain  networks
demonstrate their suitability for controlled enterprise
environments, offering scalability, privacy, and compliance-
oriented architecture for financial transaction processing [3]-
[5]. Notably, DLT-driven FX settlement models have shown
potential in reducing counterparty risk and eliminating
redundant reconciliation processes.

Integration of blockchain systems with ERP and treasury
management platforms remains an emerging field of research.
Existing literature suggests that hybrid on-chain/off-chain
architectures are essential to managing data volumes, access
controls, and regulatory constraints in enterprise finance
systems. Studies indicate that embedding smart contracts into
ERP workflows can automate settlement triggers, enforce
compliance rules, and ensure uniform transaction execution
across global entities [6]-[8]. However, comprehensive
frameworks for real-time cross-border treasury settlement
using decentralized ledgers remain limited, motivating the
contribution of this study.

III. METHODOLOGY

3.1 Decentralized Ledger Architecture

The proposed framework employs a permissioned blockchain
network connecting global subsidiaries through a distributed
consortium architecture. Each subsidiary hosts a validating
node responsible  for  authenticating  inter-company
transactions and updating the shared ledger. A Byzantine Fault
Tolerant  (BFT)  consensus  mechanism  guarantees
deterministic settlement finality while maintaining low
latency. The network incorporates on-chain smart contracts to
enforce transaction rules, settlement conditions, and FX rate
parameters. The architecture also integrates an off-chain data
management layer that ensures secure interoperability with
ERP modules through REST APIs and cryptographic message
signing. ldentity and access management is achieved using
role-based access control and enterprise-grade Public Key
Infrastructure.
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3.2 FX Smart Contract Orchestration

An FX automation engine is embedded within the smart
contract layer to process real-time currency conversions for
cross-border settlements. FX reference data is ingested
through oracle services that supply authenticated exchange
rates from trusted financial data providers. Smart contracts
automatically calculate settlement amounts, trigger validation
rules, and generate time-stamped proof-of-settlement upon
consensus Figure 1. A multi-signature authorization logic
ensures compliance with internal treasury policies. The system
dynamically adjusts to jurisdiction-specific regulatory
constraints and incorporates automated audit trails for internal

control reporting.
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Figure 1:Workflow of FX Smart Contract Orchestration for Cross-
Border Settlements

3.3 ERP-Blockchain Integration Framework

A hybrid integration framework enables bidirectional
communication between existing ERP systems and the
blockchain network. Transaction requests initiated in ERP
modules are translated into blockchain-compatible payloads
through middleware orchestrators. The use of asynchronous
event listeners allows real-time propagation of settlement
confirmations back into ERP dashboards. Off-chain analytics
engines process aggregated ledger data to support liquidity
forecasting and treasury decision-making. The integrated
architecture minimizes disruptions to legacy ERP workflows
while significantly enhancing transparency, data consistency,
and reconciliation accuracy across corporate finance
operations.

IV. RESULTS AND DISCUSSION

4.1 Settlement Latency Reduction

Experimental  implementation using a  permissioned
blockchain test network showed a substantial reduction in
cross-border settlement latency compared to traditional batch-
based systems. Consensus finality achieved within seconds
enabled near real-time posting of inter-company transactions
across subsidiaries. The results indicate that distributed
validation eliminates the multi-day settlement cycle typically
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associated with  conventional cross-border transfers.
Furthermore, automated execution of FX smart contracts
reduced manual intervention, accelerating overall settlement
throughput and minimizing operational bottlenecks.

4.2 Enhanced Transparency and Reconciliation

The decentralized ledger provided a unified source of truth
across all participating entities, significantly improving
transparency and reducing reconciliation discrepancies.
Immutable time-stamped transaction logs enabled subsidiaries
to verify settlement states without dependency on
intermediaries or asynchronous ERP data synchronization.
The system’s auditability features contributed to reduced
reconciliation workload and enhanced accuracy of financial
reporting. Data consistency across global entities improved
compliance with internal treasury controls and regulatory
mandates.

4.3 ERP Workflow Optimization

Integration with ERP systems demonstrated seamless
transformation of blockchain settlement events into actionable
financial postings. Automated triggering of settlement
confirmations enhanced cash management visibility and
eliminated the need for manual posting entries. The hybrid on-
chain/off-chain model supported real-time synchronization of
multi-currency transactions, reducing data fragmentation
across ERP modules. Treasury teams reported improved
liquidity forecasting capabilities stemming from immediate
reflection of settlement outcomes in ERP dashboards.

4.4 FX Accuracy and Compliance Assurance

The incorporation of authenticated FX oracles ensured
consistent and accurate conversion calculations for cross-
border settlements. Smart contract enforcement of pricing
rules reduced exposure to rate manipulation and unauthorized
FX adjustments. The multi-signature authorization mechanism
strengthened internal compliance and safeguarded large-value
settlement execution. Furthermore, audit trails generated by
the system provided verifiable evidence for compliance audits
and financial governance assessments.

V. CONCLUSION

The proposed decentralized ledger framework demonstrates
significant potential in transforming cross-border treasury
operations within global enterprises. By integrating smart
contract-based FX automation, distributed consensus
validation, and ERP interoperability, the system enables real-
time, transparent, and audit-ready settlement workflows that
surpass conventional approaches in speed and accuracy.
Experimental results confirm that settlement latency is
drastically reduced, reconciliation workloads are minimized,
[18]
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and financial data consistency is strengthened across
subsidiaries. The hybrid architecture ensures compatibility
with existing ERP systems while providing enhanced liquidity
management and compliance oversight. This research
contributes a scalable, secure, and future-ready model for
multinational treasury operations, addressing long-standing
challenges in transparency, operational risk, and regulatory
reporting across financial networks.
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